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**Введение**

**Цель:** получить практические навыки по работе с нормативными документами, научится проводить анализ и выделять главные вопросы.

|  |  |  |
| --- | --- | --- |
| Тип работы | Дата | Подпись |
| Теория |  |  |
| Практика |  |  |

**Федеральная служба безопасности.**

**Общие положения**

**Федеральная служба безопасности Российской Федерации (ФСБ России)** является федеральным органом исполнительной власти, непосредственно реализующим основные направления деятельности органов федеральной службы безопасности, осуществляющим в пределах свои полномочий государственное управление в сфере обеспечения безопасности Российской Федерации. Руководство ФСБ России и подразделения: непосредственно входящие в ее структуру, составляют центральный аппарат ФСБ России.

ФСБ России в своей деятельности руководствуется Конституцией Российской Федерации, федеральными конституционными законами, федеральными законами и иными нормативными правовыми актами федеральных органов государственной власти. Президент Российской Федерации руководит деятельностью ФСБ России, по представлению Председателя Правительства Российской Федерации утверждает Положение о Федеральной службе безопасности Российской Федерации и ее структуру, а также назначает ее директора. Правительство Российской Федерации координирует деятельность ФСБ России в части взаимодействия ФСБ России с органами государственной власти Российской Федерации.

ФСБ России является юридическим лицом, имеет действительное и условное наименования, эмблему, печать с изображением Государственного герба Российской Федерации и со своим наименованием, соответствующие печати, штампы, счета, в том числе валютные, в банках и других кредитных организациях.

**К основным задачам ФСБ относится**:

1. Информирование Президента, Председателя Правительства и федеральных органов государственной власти об угрозах безопасности Российской Федерации;
2. Выявление, предупреждение и пресечение разведывательной и иной деятельности специальных служб и организаций иностранных государств, отдельных лиц, направленной на нанесение ущерба безопасности Российской Федерации;
3. Обеспечение в пределах своей компетенции защиты сведений, составляющих государственную тайну.

**ФСБ России осуществляет следующие функции**:

1. Осуществляет в пределах своих полномочий получение, обработку, анализ и реализацию информации об угрозах безопасности Российской Федерации, а также прогнозирование этих угроз;
2. Участвует в разработке и реализации мер по обеспечению информационной безопасности страны, по защите сведений, составляющих государственную тайну, в лицензировании деятельности предприятий, учреждений и организаций, связанной с использованием сведений, составляющих государственную тайну, оказанием услуг по защите государственной тайны; определяет основные направления деятельности органов федеральной службы безопасности в этих областях;
3. Осуществляет лицензирование деятельности, связанной с разработкой, производством, реализацией, приобретением в целях продажи. ввозом в Российскую Федерацию и вывозом за ее пределы специальных технических средств, предназначенных для негласного получения информации, а также сертификацию, регистрацию и учет таких специальных технических средств;
4. Осуществляет контроль за обеспечением защиты сведений, составляющих государственную тайну, в государственных органах, воинских формированиях, на предприятиях, в учреждениях и организациях; в установленном порядке осуществляет мероприятия, связанные с допуском граждан к сведениям, составляющим государственную тайну;
5. Организует и осуществляет шифровальные работы в органах федеральной службы безопасности, а также контроль за соблюдением режима секретности при обращении с шифрованной информацией в шифровальных подразделениях государственных органов, воинских формирований, предприятий;
6. Выявляет на территории Российской Федерации радиоизлучения передающих радиоэлектронных средств, работа которых представляет угрозу безопасности Российской Федерации, а также радиоизлучения передающих радиоэлектронных средств, используемых в противоправных целях.

**Контрольные вопросы**

1) Понятие информации и данных

2) Информационный актив

3) Свойства безопасности информации

4) Понятие информации ограниченного доступа

5) Понятие государственной тайны

6) Понятие конфиденциальной информации

**Ответы на контрольные вопросы**

1) Информация – это данные, определенным образом организованные и обработанные, имеющие смысл, значение и ценность для своего потребителя и необходимая для принятия им решений, а также для реализации других функций и действий;

Данные – это факты, цифры, и другие сведения о реальных и абстрактных лицах, предметах, объектах, явлениях и событиях, соответствующих определенной предметной области, представленные в цифровом, символьном, графическом, звуковом и любом другом формате (предметная (или прикладная) область - сегмент информационного пространства, отражающей определенную часть реального мира и представляющей собой совокупность сведений о реальных и абстрактных объектах и понятиях, их связях и признаках), по факту не обработанная информация;

2) Информационный актив — это данные с реквизитами, которые позволяют провести идентификацию. Имеют ценность для определенной организации и находятся в ее распоряжении. Представлены на любом материальном носителе в форме, которая позволяет обрабатывать ее, хранить, или передавать.

3) Безопасная информация имеет следующие свойства (подразделы):

1. Конфиденциальная информация - документированная информация, доступ к которой ограничивается в соответствии с законодательством РФ
2. Целостность информации – это характеристика (свойство) информации, которая указывает на необходимость сохранения физической, синтаксической и семантической неизменности информации по отношению к некоторому фиксированно­му состоянию для обеспечения достоверности сведений, необходимых системе при функционировании.
3. Доступность информации - свойство информационной системы (среды, средств и технологий обработки), обеспечивать субъектам своевременный санкционированный доступ к информации.

4) Вся информация делится на общедоступную и ограниченного доступа. К общедоступной информации относятся общеизвестные сведения и иная информация, доступ к которой не ограничен.

Закон выделяет 4 категории информации в зависимости от порядка ее предоставления или распространения:

1. информацию, свободно распространяемую;
2. информацию, предоставляемую по соглашению лиц, участвующих в соответствующих отношениях;
3. информацию, которая в соответствии с федеральными законами подлежит предоставлению или распространению;
4. информацию, распространение которой в Российской Федерации ограничивается или запрещается.

5)Государственная тайна - защищаемые государством сведения в области его военной, внешнеполитической, экономической, разведывательной, контрразведывательной и оперативно-розыскной деятельности, распространение которых может нанести ущерб безопасности Российской Федерации;

6) Конфиденциальность информации — это обязательное для выполнения лицом, получившим доступ к определенной информации, требование не передавать такую информацию третьим лицам без согласия ее обладателя;
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